@ CSOC — Cyber Elite

CYBERELITE Cyber Security Operation Center — Cyber Elite

Sufl 21 uns1AU 2569

%24l Prompt Injection ¥8s Google Gemini \Uan1slvifistiaya Calendar dausiar1uAdeydunse

o

nifudunrudaendtluuesliamessaziBeareseslnisuauaendefldveia Indirect
Prompt Injection Taufl Google Gemini titovauldsanalnniseunn uazld Google Calendar udaamslunisfia
Joyavanty

Liad Eliyahu vwitiwg3deues Miggo Security 58y Fadlmiinlranunsadunsseeneundudun
83 Google Calendar I Tnsn1sdeundlnansunsefidslivhaninelusi@ey Calendar wld “msvauidesi
vilvannsairfedeyanmsUszududaldlaglallduounn uwassaunsaairamgnisal Calendar Aviaonasld
Imﬁsﬂsﬁlﬂ@f@aﬁwaﬂﬂaa” Eliyahu naalusiearudiaslss The Hacker News
nalnnnsTaud: wWaeu Al Winaeutewmnsiivavesdaya

WiENFuvesnslaudfe flinisizairamanisal Calendar Twiudrdsdidaludadmng Tnglutes
"feSune” (Description) vesr@gazileferunusssufiieenuuunniiiodns Al FaneliAanisvi Prompt
Injection

nslavdaggnnseduiledlion Gemini fefamsssunfiumsenan wu “udsnsduivss

avlstne?” 9nduusaven Al agluussiianamdsiigngeulilumesuieveavnmsaifingy ieasunisuseay

q

v
o

auavealdluiuiy winhdeyalasramanisalludly Google Calendar fipuavmaunduglimeneunigla
HE
“uiioendatiu Gemini leasramnnsalufiuln uazdeuasuneasBennisussgdudmmuavesldidmung

TlufeSurgvesansalin” Miggo adunewfiandndl “lunseern Calendar vosesdnsvanaus wsn1sallyil

anunsaneiuldlaedland ilimannsudeyadusingniwentulilaefiglilisiuas

CYBER INTELLIGENT NEWS - WWW.CYBERELITE.CO.TH



@ CSOC — Cyber Elite

CYBERELITE Cyber Security Operation Center — Cyber Elite

containing pro
It i)

Calendar

i
| Malicious Invite

Attacker _ T Gemini
Gemini created invite

containing user's data

User asks

something
aining the ¥ about the
‘s sensitive § ar calendar

aadeslsilugaaaud Al

Y
[ v

wihdgmiaglesunisunluudndsainiimsudeedssuiinreu  winisrunuasslassieulidiusnasei
Hwesnduindousie Al awnsaveneiuidsdunisiand uwagenvasnarudesuanulaendesuuuulvailagll

fila WeesAnsrnee) BuldaIesdio Al 1Ty WoRmuIORUASRLLLRTDINULDS

“waundiatu Al ansagndngalrunmwideiuiidugnesnuuunlidila” Eliyahu na1s “gedlnililadndney
urlulAndnsaly usiiaTulaaInNAIe UTUN LagngRNIsuTeY Al 5EHINaNIS7NIUR3e”

v v
[

nsiUaenssiiindulaiiiundsain Varonis s1891un15RuANTeI1 Reprompt Feenalianidlviglaufs
Joyageulmioanainuunuean Al 8819 Microsoft Copilot lasensadnilensufes nieuviaauidesssuunig

Uaon useAunenng
N58N52AUANSTU Google Cloud wazvaslnidug Tuszuu Al

WeodUainNuun XM Cyber 989 Schwarz Group Siladatuedsluallunisenseavdnsniglu Google
Cloud Vertex Al Agent Engine waz Ray Fanang1inennsdnusieansiaaaunn service account w3osndnwaid

Wauiuaumu Al 881950UABY

[ t%

N33y El Shparaga Wy Erez Hasson seydn “dedlniwmarililalonaliglaudniidvsiiudnies

s
<

aunsadn service agent NRaNSasld naneidunisilfeudeuivedaidiulndy aeduassmtin’ Avglminnig

U

nszAudns” wmnlaufduse dlimideonneusyiinsaumvianun snuviennudives LLM wazidnfedaya

CYBER INTELLIGENT NEWS - WWW.CYBERELITE.CO.TH




@ CSOC — Cyber Elite

CYBERELITE Cyber Security Operation Center — Cyber Elite

goulmiiivedly storage bucket W3aullusldandszdiu root vuASaWES Ray uil Google Azs¥YIUINIIWET
“vhaumuieenwuull”  usssdnshdnduspmumudndnualifilunum  Viewer  uazfvuanisaauaud

winnzauieUesiunisdalanlnelilasuouyn

] 1% [l

wananil dadinsAunudasiniuazyndaudus dnuanesienis laun:

o 93lnilu The Librarian (CVE-2026-0612, CVE-2026-0613, CVE-2026-0615 waz CVE-2026-0616):
wuluddie Al 910 Thelibrarianio vibiglauddifdasaiaugiunmely eeulvagauassuy way
anmmnendennans thlugnsiilvavestoya Wy wminmiveseand, Walwaszuy, System Prompt

%38N131gs2UU Backend

e M5AY System Prompt 910 LLM WUy Intent-based: Praetorian @1san1snasnlit Al Wang System
Prompt TusUuuy Base64 Wiuflanuasmesueneg wn LLM dadisudeyaadu log, grudeya viselvd

o gamantionananedudemsisdoyasenlulduiviimusnzgnisnegiadun

o Uandudunsely Anthropic Claude Code: nskiuandusunsieisunanludaunsitamaaliionau
Wesnsnsvaeulnenyudiiunaln  hooks  uarfslldvesdldeenluldmemada  Indirect Prompt

Injection

o Ya3ln3deusslu Cursor (CVE-2026-22708): wugodlniszau RCE (Remote Code Execution) Hu
Indirect Prompt Injection lnga1dzgaunnsedlunisdnnisid shell glavdanunsaldmdinssuueie
9819 export, typeset uaz declare taUsulABUFLUIANNINANDNDEINREUY wazlUALUAIEID

Uapnsieogna git branch linaneailunssulansunsie
unagd: anadndulunsiiuaualneuyed

wanvnaeuliaziouiviadifinues Vibe Coding Tutlgiu uazérinsfiuywdaosfifuguadanady
dedndu Or David 910 Tenzai Wanudiud “lenudideuldnliansadedeldlunsoenuuuueundiadui
Uaoasts wivieadamnduaradddaiivaeadold  uiewusindumarlunsldinnsnmsanuuaendefiddiymn
Lild$uddsognsdoan Tasianglungmseygauasnisinduladumiutaendoiidudou d9 Al sinaswanald

1y

doyad1ede
Jan 16, 2026, By Ravie Lakshmanan

e https://thehackernews.com/2026/01/google-gemini-prompt-injection-flaw.html

CYBER INTELLIGENT NEWS - WWW.CYBERELITE.CO.TH



